Welcome Students and Parents,

Broadmoor Elementary welcomes you and your child to the 2019-2020 school year.

Please take a few minutes to read through the following documents.

You can complete the online enrollment process through SKYWARD Family/Student Access. Should you still have questions, you may contact the office after July 29, 2019 at 837-1900. Your student’s schedule for the 2019-2020 school year should be available online in SKYWARD Family/Student Access after the August 1, 2019 onsite enrollment at Louisburg High School Commons.

- Walk in enrollment for returning students is August 1st, 2019 from 8:00 a.m. to 3:00 p.m. at the LHS One-Stop-Shop Enrollment.
- Enrollment for new students is August 6th from 8:00 a.m. to 3:00 p.m. by appointment. Call 837-1900 to schedule your appointment. Student records for new students will be requested from the school they are coming from.
- THE FIRST DAY OF SCHOOL FOR BES IS AUGUST 15, 2019.
- The school day begins at 8:00 am and dismissal is at 3:05 pm.
- If your child needs to ride the bus, you will need to complete a 2019-2020 Bus Rider Information form. Any fee charged for your child’s transportation is handled directly by Louisburg Transportation. Louisburg Transportation will be available during Walk-In Enrollment at LHS on August 1st.
- Student meals are offered.
  - Breakfast is $1.90
  - Lunch is $2.65
  - An extra milk is $.50
  - Please make sure your child is dropped off in a timely manner if eating breakfast.
- The BES Calendar of Events is on our website at [www.usd416.org](http://www.usd416.org). BES also sends announcements out via email through SKYWARD Messenger. Both contain very valuable dates and information.
Parents of BES students:

Please take the time to review the pick-up/drop off procedures for Broadmoor Elementary. We ask that you proceed with caution while driving through the parking lot and always be aware of pedestrians. Following of these procedures allows for a safe and orderly entry and exit of our parking lot.

Morning Drop Off

At Broadmoor, we ask that students who do not ride a bus and are being brought to school use the valet drop off line in the morning between 7:30 and 8:00. School personnel will open the passenger’s side door and help students out of the vehicle. Adults are stationed throughout the building to help direct students to the correct locations.

Student Pick-up

For the 2019-20 school year, students who do not ride the bus and will be picked up after school will meet parents outside the building. To help pull traffic off of the adjoining streets, and the number of students we are responsible for there – there will be two pick-up locations. See BES Handbook for details.

After School Arrangements

If your child goes home one way and you change it, or you need to change it for that evening, please contact the school office at 837-1900 before 2:00 p.m. The office will see that your child receives a reminder note at the end of the day. We will not NOT let any child go with anyone or walk/ride a bus until we are notified by the parent. EXAMPLE: If your child is a bus rider and you plan to pick them up that day after school, please contact the office with a note or call with these changes. Telling your student will not be good enough. We need to know directly from you.

School Communications

Weekly announcements will be sent electronically to all parents/guardians that have an email. These announcements will go out each Sunday evening. Between the weekly announcements and BES calendar, you should be well informed. Teachers will communicate with you separately. Please see the that the BES office has the correct email address for these announcements. Email addresses can also be updated by parents via the parent portal. Messages will also be sent out via email through Skyward.

Link to read Broadmoor Elementary 2019-20 Handbook
Annual Notice of Authorized Student Data Disclosures

In accordance with the Student Data Privacy Act and board policy IDAE, student data submitted to or maintained in a statewide longitudinal data system may only be disclosed as follows. Such data may be disclosed to:

- The authorized personnel of an educational agency or the state board of regents who require disclosures to perform assigned duties; and
- The student and the parent or legal guardian of the student, provided the data pertains solely to the student.

Student data may be disclosed to authorized personnel of any state agency, or to a service provider of a state agency, educational agency, or school performing instruction, assessment, or longitudinal reporting, provided a data-sharing agreement between the educational agency and other state agency or service provider provides the following:

- purpose, scope and duration of the data-sharing agreement;
- recipient of student data use such information solely for the purposes specified in agreement;
- recipient shall comply with data access, use, and security restrictions specifically described in agreement; and
- student data shall be destroyed when no longer necessary for purposes of the data-sharing agreement or upon expiration of the agreement, whichever occurs first.

A service provider engaged to perform a function of instruction may be allowed to retain student transcripts as required by applicable laws and rules and regulations.

Unless an adult student or parent or guardian of a minor student provides written consent to disclose personally identifiable student data, student data may only be disclosed to a governmental entity not specified above or any public or private audit and evaluation or research organization if the data is aggregate data. “Aggregate data” means data collected or reported at the group, cohort, or institutional level and which contains no personally identifiable student data.

The district may disclose:

- Student directory information when necessary and the student’s parent or legal guardian has consented in writing;
- directory information to an enhancement vendor providing photography services, class ring services, yearbook publishing services, memorabilia services, or similar services;
- any information requiring disclosure pursuant to state statutes;
- student data pursuant to any lawful subpoena or court order directing such disclosure; and
- student data to a public or private postsecondary educational institution for purposes of application or admission of a student to such postsecondary educational institution with the student’s written consent.

As the parent or legal guardian, I acknowledge that I have been provided with notice of authorized student data disclosures under the Student Data Privacy Act.
Notification of Rights under FERPA for Elementary and Secondary Schools

The Family Educational Rights and Privacy Act (FERPA) affords parents and students who are 18 years of age or older ("eligible students") certain rights with respect to the student’s education records. These rights are:

1. The right to inspect and review the student’s education records within 45 days after the day the [Name of school ("School")]] receives a request for access.

   Parents or eligible students who wish to inspect their child’s or their education records should submit to the school principal [or appropriate school official] a written request that identifies the records they wish to inspect. The school official will make arrangements for access and notify the parent or eligible student of the time and place where the records may be inspected.

2. The right to request the amendment of the student’s education records that the parent or eligible student believes are inaccurate, misleading, or otherwise in violation of the student’s privacy rights under FERPA.

   Parents or eligible students who wish to ask the [School] to amend their child’s or their education record should write the school principal [or appropriate school official], clearly identify the part of the record they want changed, and specify why it should be changed. If the school decides not to amend the record as requested by the parent or eligible student, the school will notify the parent or eligible student of the decision and of their right to a hearing regarding the request for amendment. Additional information regarding the hearing procedures will be provided to the parent or eligible student when notified of the right to a hearing.

3. The right to provide written consent before the school discloses personally identifiable information (PII) from the student’s education records, except to the extent that FERPA authorizes disclosure without consent.

   One exception, which permits disclosure without consent, is disclosure to school officials with legitimate educational interests. The criteria for determining who constitutes a school official and what constitutes a legitimate educational interest must be set forth in the school’s or school district’s annual notification for FERPA rights. A school official typically includes a person employed by the school or school district as an administrator, supervisor, instructor, or support staff member (including health or medical staff and law enforcement unit personnel) or a person serving on the school board. A school official also may include a volunteer, contractor, or consultant who, while not employed by the school, performs an institutional service or function for which the school would otherwise use its own employees and who is under the direct control of the school with respect to the use and maintenance of PII from education records, such as an attorney, auditor, medical consultant, or therapist; a parent or student volunteering to serve on an official committee, such as a disciplinary or grievance committee; or a parent, student, or other volunteer assisting another school official in performing his or her tasks. A school official typically has a legitimate educational interest if the official needs to review an education record in order to fulfill his or her professional responsibility.
4. The right to file a complaint with the U.S. Department of Education concerning alleged failures by the [School] to comply with the requirements of FERPA. The name and address of the Office that administers FERPA are:

Family Policy Compliance Office
U.S. Department of Education
400 Maryland Avenue, SW
Washington, DC 20202

[NOTE: In addition, a school may want to include its directory information public notice, as required by § 99.37 of the regulations, with its annual notification of rights under FERPA.]

FERPA permits the disclosure of PII from students’ education records, without consent of the parent or eligible student, if the disclosure meets certain conditions found in § 99.31 of the FERPA regulations. Except for disclosures to school officials, disclosures related to some judicial orders or lawfully issued subpoenas, disclosures of directory information, and disclosures to the parent or eligible student, § 99.32 of the FERPA regulations requires the school to record the disclosure. Parents and eligible students have a right to inspect and review the record of disclosures. A school may disclose PII from the education records of a student without obtaining prior written consent of the parents or the eligible student –

- To other school officials, including teachers, within the educational agency or institution whom the school has determined to have legitimate educational interests. This includes contractors, consultants, volunteers, or other parties to whom the school has outsourced institutional services or functions, provided that the conditions listed in § 99.31(a)(1)(B)(i) - (a)(1)(B)(j) are met. (§ 99.31(a)(1))

- To officials of another school, school system, or institution of postsecondary education where the student seeks or intends to enroll, or where the student is already enrolled if the disclosure is for purposes related to the student’s enrollment or transfer, subject to the requirements of § 99.34. (§ 99.31(a)(2))

- To authorized representatives of the U.S. Comptroller General, the U.S. Attorney General, the U.S. Secretary of Education, or State and local educational authorities, such as the State educational agency (SEA) in the parent or eligible student’s State. Disclosures under this provision may be made, subject to the requirements of § 99.35, in connection with an audit or evaluation of Federal- or State-supported education programs, or for the enforcement of or compliance with Federal legal requirements that relate to those programs. These entities may make further disclosures of PII to outside entities that are designated by them as their authorized representatives to conduct any audit, evaluation, or enforcement or compliance activity on their behalf, if applicable requirements are met. (§§ 99.31(a)(3) and 99.35)

- In connection with financial aid for which the student has applied or which the student has received, if the information is necessary for such purposes as to determine eligibility for the aid, determine the amount of the aid, determine the conditions of the aid, or enforce the terms and conditions of the aid. (§ 99.31(a)(4))

- To State and local officials or authorities to whom information is specifically allowed to be reported or disclosed by a State statute that concerns the juvenile justice system and the system’s ability to effectively serve, prior to adjudication, the student whose records were released, subject to § 99.38. (§ 99.31(a)(5))
To organizations conducting studies for, or on behalf of, the school, in order to: (a) develop, validate, or administer predictive tests; (b) administer student aid programs; or (c) improve instruction, if applicable requirements are met. (§ 99.31(a)(6))

To accrediting organizations to carry out their accrediting functions. (§ 99.31(a)(7))

To parents of an eligible student if the student is a dependent for IRS tax purposes. (§ 99.31(a)(8))

To comply with a judicial order or lawfully issued subpoena if applicable requirements are met. (§ 99.31(a)(9))

To appropriate officials in connection with a health or safety emergency, subject to § 99.36. (§ 99.31(a)(10))

Information the school has designated as “directory information” if applicable requirements under § 99.37 are met. (§ 99.31(a)(11))

To an agency caseworker or other representative of a State or local child welfare agency or tribal organization who is authorized to access a student’s case plan when such agency or organization is legally responsible, in accordance with State or tribal law, for the care and protection of the student in foster care placement. (20 U.S.C. § 1232g(b)(1)(L))

To the Secretary of Agriculture or authorized representatives of the Food and Nutrition Service for purposes of conducting program monitoring, evaluations, and performance measurements of programs authorized under the Richard B. Russell National School Lunch Act or the Child Nutrition Act of 1966, under certain conditions. (20 U.S.C. § 1232g(b)(1)(K))

To organizations conducting studies for, or on behalf of, the school, in order to: (a) develop, validate, or administer predictive tests; (b) administer student aid programs; or (c) improve instruction, if applicable requirements are met. (§ 99.31(a)(6))

To accrediting organizations to carry out their accrediting functions. (§ 99.31(a)(7))

To parents of an eligible student if the student is a dependent for IRS tax purposes. (§ 99.31(a)(8))

To comply with a judicial order or lawfully issued subpoena if applicable requirements are met. (§ 99.31(a)(9))

To appropriate officials in connection with a health or safety emergency, subject to § 99.36. (§ 99.31(a)(10))

Information the school has designated as “directory information” if applicable requirements under § 99.37 are met. (§ 99.31(a)(11))

To an agency caseworker or other representative of a State or local child welfare agency or tribal organization who is authorized to access a student’s case plan when such agency or organization is legally responsible, in accordance with State or tribal law, for the care and protection of the student in foster care placement. (20 U.S.C. § 1232g(b)(1)(L))

To the Secretary of Agriculture or authorized representatives of the Food and Nutrition Service for purposes of conducting program monitoring, evaluations, and performance measurements of programs authorized under the Richard B. Russell National School Lunch Act or the Child Nutrition Act of 1966, under certain conditions. (20 U.S.C. § 1232g(b)(1)(K))
Family Educational Rights and Privacy Act (FERPA)  
Notice for Directory Information

The Family Educational Rights and Privacy Act (FERPA), a Federal law, requires that Louisburg USD 416, with certain exceptions, obtain your written consent prior to the disclosure of personally identifiable information from your child’s education records. However, USD 416 may disclose appropriately designated “directory information” without written consent, unless you have advised the District to the contrary in accordance with District procedures. The primary purpose of directory information is to allow USD 416 to include this type of information from your child’s education records in certain school publications. Examples include:

- A playbook, showing your student’s role in a drama production;
- The annual yearbook;
- Honor roll or other recognition lists;
- Graduation programs; and
- Sports activity sheets, such as for wrestling, showing weight and height of team members.

Directory information, which is information that is generally not considered harmful or an invasion of privacy if released, can also be disclosed to outside organizations without a parent’s prior written consent. Outside organizations include, but are not limited to, companies that manufacture class rings or publish yearbooks. In addition, two federal laws require local educational agencies (LEAs) receiving assistance under the Elementary and Secondary Education Act of 1965 (ESEA) to provide military recruiters, upon request, with the following information – names, addresses and telephone listings – unless parents have advised the LEA that they do not want their student’s information disclosed without their prior written consent. [Note: These laws are Section 9528 of the ESEA (20 U.S.C. § 7908) and 10 U.S.C. § 503(c).]

If you do not want USD 416 to disclose directory information from your child’s education records without your prior written consent, you must notify the District in writing by September 10. USD 416 has designated the following information as directory information:

- Student’s name
- Address
- Telephone listing
- Electronic mail address
- Photograph
- Date and place of birth
- Major field of study
- Dates of attendance
- Grade level

- Participation in officially recognized activities and sports
- Weight and height of members of athletic teams
- Degrees, honors, and awards received
- The most recent educational agency or institution attended
- Student ID number, user ID, or other unique personal identifier used to communicate in electronic systems that cannot be used to access education records without a PIN, password, etc. (A student’s SSN, in whole or in part, cannot be used for this purpose.)
Notification of Rights Under the Protection of Pupil Rights Amendment (PPRA)

PPRA affords parents certain rights regarding our conduct of surveys, collection and use of information for marketing purposes, and certain physical exams. These include the right to:

- Consent before students are required to submit to a survey that concerns one or more of the following protected areas ("protected information survey") if the survey is funded in whole or in part by a program of the U.S. Department of Education (ED)—
  1. Political affiliations or beliefs of the student or student's parent;
  2. Mental or psychological problems of the student or student's family;
  3. Sex behavior or attitudes;
  4. Illegal, anti-social, self-incriminating, or demeaning behavior;
  5. Critical appraisals of others with whom respondents have close family relationships;
  6. Legally recognized privileged relationships, such as with lawyers, doctors, or ministers;
  7. Religious practices, affiliations, or beliefs of the student or parents; or
  8. Income, other than as required by law to determine program eligibility.

- Receive notice and an opportunity to opt a student out of—
  1. Any other protected information survey, regardless of funding;
  2. Any non-emergency, invasive physical exam or screening required as a condition of attendance, administered by the school or its agent, and not necessary to protect the immediate health and safety of a student, except for hearing, vision, or scoliosis screenings, or any physical exam or screening permitted or required under State law; and
  3. Activities involving collection, disclosure, or use of personal information obtained from students for marketing or to sell or otherwise distribute the information to others.

- Inspect, upon request and before administration or use—
  1. Protected information surveys of students;
  2. Instruments used to collect personal information from students for any of the above marketing, sales, or other distribution purposes; and
  3. Instructional material used as part of the educational curriculum.

These rights transfer from the parents to a student who is 18 years old or an emancipated minor under State law.

Louistburg USD 416 has developed policies, in consultation with parents, regarding these rights, as well as arrangements to protect student privacy in the administration of protected information surveys and the collection, disclosure, or use of personal information for marketing, sales, or other distribution purposes. USD 416 will directly notify parents of these policies at least annually at the start of each school year and after any substantive changes USD 416 will also directly notify, such as through U.S. Mail or email, parents of students who are scheduled to participate in the specific activities or surveys noted below and will provide an opportunity for the parent to opt his or her child out of participation of the specific activity or survey. USD 416 will make this notification to parents at the beginning of the school year if the District has identified the specific or approximate dates of the activities or surveys at that time. For surveys and activities scheduled after the school year starts, parents will be provided reasonable notification of the planned activities and surveys listed below and be provided an opportunity to opt their child out of such activities and surveys. Parents will also be provided an opportunity to review any pertinent surveys. Following is a list of the specific activities and surveys covered under this requirement:

- Collection, disclosure, or use of personal information for marketing, sales, or other distribution.
- Administration of any protected information survey not funded in whole or in part by ED.
- Any non-emergency, invasive physical examination or screening as described above.

Parents who believe their rights have been violated may file a complaint with:

Family Policy Compliance Office
U.S. Department of Education
400 Maryland Avenue, SW
Washington, D.C. 20202
A. Introduction

- Louisburg USD 416 offers its students and employees access to state-of-the art computer technology, electronic mail, telephone, voice mail and the World Wide Web. These technologies, along with other technologies now in use or developed in the future which facilitate communications shall be referred to as "Communications Technology." The purpose of this policy is to define the responsible and acceptable use of Communications Technology, and to set forth the consequences for non-compliance with this policy.
- It is the policy of Louisburg USD 416 to: (a) prevent user access over its computer network to, or transmission of, inappropriate material via Internet, electronic mail, or other forms of direct electronic communications; (b) prevent unauthorized access and other unlawful online activity; (c) prevent unauthorized online disclosure, use, or dissemination of personal identification information of minors; and (d) comply with the Children's Internet Protection Act [Pub. L. No. 106-554 and 47 USC 254(h)].

B. Definitions

Key terms are as defined in the Children's Internet Protection Act.*

C. Louisburg USD 416 Rights and Responsibilities

It shall be the responsibility of all members of Louisburg USD 416 staff to educate, supervise and monitor appropriate usage of the online computer network and access to the Internet in accordance with this policy, the children's Internet Protection Act, the Neighborhood Children's Internet Protection Act and the Protecting Children in the 21st Century Act.

Procedures for the disabling or otherwise modifying any technology protection measures shall be the responsibility of the network administrator or designated representatives.

The principal or designated representatives will provide age-appropriate training for students who use Louisburg USD 416 Internet facilities. The training provided will be designed to promote Louisburg USD 416's commitment to:

1. The standards and acceptable use of Internet services as set forth in this Internet Safety Policy;
2. Student safety with regard to:
   - Safety on the Internet;
   - Appropriate behavior while on online, on social networking Web sites, and in chat rooms; and
   - Cyberbullying awareness and response.

Compliance with the E-rate requirements of the Children's Internet Protection Act ("CIPA").
D. Student Rights and Responsibilities

Student use of communication technologies is a privilege intended for the educational benefit of the student. Students must comply with the terms of these guidelines, any applicable district Board policies, administrative guidelines, and operating procedures relative to the use of communication technologies. In using communication technologies, the student will:

1. respect the rights of privacy of other students and district personnel;
2. remember that all student communications represent the district and thus reflect on the integrity, ethics, and good name of the district as a K-12 public education institution;
3. apply the same standards of behavior, conduct, and courtesy as are expected in the school, classroom, or other district setting;
4. comply with all laws, Board policies, and administrative guidelines regarding the use of copyrighted materials;
5. not seek unauthorized access to school, district, other public, or private computer networks, computers, or electronic files for any purpose;
6. comply with any and all related Board policies, administrative guidelines, and operating procedures relative to acceptable and responsible use; and
7. agree to cooperate fully with any investigation of district technology systems. Users who identify a security problem with the district's communication technologies will not demonstrate the problem to other users, but instead report the problem to their building principal or the Technology Director immediately.

E. Access to Inappropriate Material

To the extent practical, technology protection measures (or "Internet filters") shall be used to block Internet, or other forms of electronic communications, access to inappropriate information.

Specifically, as required by the Children's Internet Protection Act, blocking shall be applied to visual depictions of material deemed obscene or child pornography, or to any material deemed harmful to minors.

Subject to staff supervision, technology protection measures may be disabled for adults or, in the case of minors, minimized only for bona fide research or other lawful purposes.

F. Inappropriate Network Usage

- To the extent practical, steps shall be taken to promote the safety and security of users of the Louisburg USD 416 online computer network when using electronic mail, chat rooms, instant messaging, and other forms of direct electronic communications.
- Specifically, as required by the Children's Internet Protection Act, prevention of inappropriate network usage includes: (a) unauthorized access, including so-called "hacking", and other unlawful activities; and (b) unauthorized disclosure, use, and dissemination of personal identification information regarding minors.
- The following forms of use of communication technologies are unacceptable and inappropriate and will be considered violations of Board policy and administrative
guidelines. Violators will be subject to disciplinary action, including but not necessarily limited to, temporary or permanent loss of use. For example, it is unacceptable/inappropriate for students to:

1. create, copy, knowingly distribute, or post a computer virus;
2. send messages using someone else's name or provide personal information about another individual;
3. send messages that are inconsistent with school rules; send a message that is sexist, racist, or otherwise prejudicial or inflammatory;
4. send messages or download files that knowingly contain obscene language, graphics, pictures, or attached graphics files, either encoded/encrypted or un-encoded/decrypted;
5. send chain letter-type messages that are not related to coursework;
6. engage in online chat sessions that are not related to coursework;
7. lend his/her account and/or password to other students and/or adults;
8. use personal technology devices, such as Wi-Fi enabled cell phones to interfere with district networks;
9. use the district guest wireless network, 416Guest;
10. use obscene, harassing or abusive language online;
11. violate copyright laws;
12. publicize his/her home address or phone number;
13. attempt to log in to district computer networks as a network administrator;
14. vandalize or otherwise destroy district equipment or data of another user;
15. access or attempt to access any part of the district' computer networks or any part of a sub-system of the Internet without proper authorization;
16. plagiarize the work of others in completing school assignments;
17. use communication technologies in any way that violates school rules, administrative guidelines, Board policies or procedures, state statutes, local ordinances, or other laws;
18. use district communication technologies for non-instructional or non-administrative purpose;
19. use district communication technology for commercial purposes to solicit the sale of personal items, endorse political candidates (campaigning), or to solicit personal or financial information; and
20. use district email for anything other than district purposes.

G. No Expectation of Privacy - Access to computer and network services is a privilege - not a right. All persons utilizing the District's Communications Technology recognize that their activity may be monitored by other employees of the District to ensure that their use of the Computer Technology complies with applicable law and with the terms of this policy. Accordingly, all persons utilizing the District's Communications Technology recognize that they have no expectation of privacy arising from such use, and waive all privacy rights they may otherwise possess under the Electronic Communications Privacy Act of 1986 arising from such use.

H. Notice of Policy - A copy of this policy shall be provided to all students and to all personnel employed by the district, shall be included in any student/employee handbooks disseminated, and
shall be posted on the district's website.

I. Consequences for Violation of Policy -Any user who violates this policy may be subject to disciplinary action at the discretion of a user's supervisor, or the Board of Education in cases which legally require Board action. In the case of student users, disciplinary actions may include reprimand, termination of the privilege to use District Communications Technology, or suspension or expulsion from school in particularly egregious cases, or cases involving repeat offenses. In the case of district employees, disciplinary actions may include reprimand, termination of the privilege to use certain District Communications Technology, or termination from employment in particularly egregious cases or cases involving repeat offenses.

*CIPA definitions of terms:

MINOR. The term 'minor' means any individual who has not attained the age of 17 years.

TECHNOLOGY PROTECTION MEASURES. The term 'technology protection measure' means a specific technology that blocks or filters Internet access to visual depictions that are:

1. OBSCENE, as that term is defined in Section 1460 of Title 18, United States Code.
2. CHILD PORNOGRAPHY, as that term is defined in Section 2256 of Title 18, United States Code; or
3. Harmful to minors.

HARMFUL TO MINORS. The term 'harmful to minors: means any picture, image, graphic image file, or other visual depiction that:

1. Taken as a whole and with respect to minors, appeals to a prurient interest in nudity, sex, or excretion;
2. Depicts, describes, or represents, in a patently offensive way with respect to what is suitable for minors, an actual or simulated sexual act or sexual contact, actual or simulated normal or perverted sexual arts, or a lewd exhibition of the genitals; and
3. Taken as a whole, lacks serious literary, artistic, political, or scientific value as to minors.

SEXUAL ACT; SEXUAL CONTACT. The terms 'sexual act' and 'sexual contact' have the meanings given such terms in Section 2246 of Title 18, United States Code.
In order for your child to participate in activities at BES that include inflatable equipment, it is necessary for each student to have a signed liability waiver on file. Please sign and return the form below to allow your child to participate in these activities this school year.

ACCIDENT WAIVER AND RELEASE OF LIABILITY FORM

I WAIVE, RELEASE, AND DISCHARGE from any and all liability, including but not limited to, liability arising from the negligence or fault of the entities or persons released, for my death, disability, personal injury, property damage, property theft, or actions of any kind which may hereafter occur to me. THE FOLLOWING ENTITIES OR PERSONS: USD 416 Broadmoor Elementary and/or their directors, officers, employees, volunteers, representatives, and agents, the activity or event holders, activity or event sponsors, activity or event volunteers.

PARENT / GUARDIAN WAIVER FOR MINORS (Under 18 years old)
The undersigned parent and natural guardian does hereby represent that he/she is, in fact, acting in such capacity, has consented to his/her child or ward’s participation in the activity or event, and has agreed individually and on behalf of the child or ward, to the terms of the accident waiver and release of liability set forth above. The undersigned parent or guardian further agrees to save and hold harmless and indemnify each and all of the parties referred to above from all liability, loss, cost, claim, or damage whatsoever which may be imposed upon said parties because of any defect in or lack of such capacity to so act and release said parties on behalf of the minor and the parents or legal guardian.

Print Participant’s Name   Grade   Signature of Parent or Guardian   Date